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Virtru Trusted Data Platform: One platform to secure all of your data

Application Integrations for the Services You Use Every Day

Virtru for Google Workspace

Gmail - Secure Send
Encrypt messages and files, and apply access controls 
directly within Gmail

Drive - Secure Upload & Sharing
Encrypt files stored and shared in Google Drive, and 
maintain control throughout their lifecycle

Google Workspace Client-Side Encryption
Support heightened privacy and compliance in Google 
Docs, Sheets, and Slides, and protect communication via 
Google Meet

Virtru for Microsoft 365

Outlook 365 - Secure Send
Encrypt messages and files, and apply access 
controls directly within your 365 environment

Virtru Solution Guide
Data protection and security solutions to  accelerate collaboration, 
preserve privacy, build trust, meet compliance, and mitigate risks. 
Easily share data anywhere, with anyone, and always maintain control.

https://www.virtru.com
https://www.virtru.com/google-workspace-encryption/
https://www.virtru.com/outlook-encryption/
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Virtru for SaaS Apps

Automatically secure messages flowing through 
enterprise and custom apps such as Salesforce, 
Zendesk, and Looker

Secure File Share

Request and receive files you need 
while giving your collaborators control 
over their data

Easy Recipient Access

Access shared data with Virtru Secure 
Reader: No portals or new passwords 
necessary

Google Cloud External Key 
Manager (EKM)

Apply your own encryption keys to 
GCP services (including BigQuery 
and Compute Engine) to encrypt 
your data in the cloud and ensure 
true privacy

Collaboration No Matter What Cloud Provider You Use

Cloud Infrastructure Encryption

https://www.virtru.com/data-encryption-enterprise-applications/
https://www.virtru.com/secure-share/
https://www.virtru.com/secure-collaboration/

https://www.virtru.com/google-cloud-encryption/
https://www.virtru.com/google-cloud-encryption/
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Learn more about how Virtru can protect your data as it travels through email and 
file-sharing platforms, SaaS solutions, cloud environments, and across ecosystems

Protect It: Key 
Management

Fully Hosted Keys
Virtru hosts key 
authentication in AWS

Customer Key Server
Host keys on your premises, 
in your private cloud, or on 
any public cloud service

HSM Integration (Optional)
Use existing infrastructure and 
key management processes

Protect It: Key 
Management

Virtru SDK and Open APIs
Apply data-centric security to 
your own custom apps and 
workflows

Open Source TDF
Build your own extensions, 
features, and functions using 
our Trusted Data Format

Manage It: Data 
Intelligence

Control Center
See what data your 
organization is protecting, 
know where it’s going, 
manage who it’s shared with, 
and ensure it stays under 
your control

7,000+
Securing and supporting 

7,000+ customers

260,000+
Improving collaboration for a 
network of 260,000+ domains

2 million+
Protecting an average of 2 million+ 

emails and files per day

Virtru by the Numbers 

Compliance Certifications and Standards
As the leader in data protection and privacy, we hold ourselves to higher security standards 

and adhere to the most rigorous industry accreditations.

Virtru helps customers meet a wide range of regulatory compliance requirements for protecting sensitive, 
private information including HIPAA, ITAR, CJIS, CMMC, FERPA, GDPR and CCPA.

https://www.virtru.com/contact-us/
https://www.virtru.com/encryption-key-management/
https://www.virtru.com/encryption-key-management/
https://www.virtru.com/encryption-key-management/
https://www.virtru.com/encryption-key-management/
https://secure.virtru.com/dashboard-v2/login
https://secure.virtru.com/dashboard-v2/login
https://www.virtru.com/encryption-key-management/

