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Virtru Global Data Protection for the Google Applications You Use Every Day
Virtru extends data-centric protection everywhere you need it. Securely send messages and files via Gmail, protect files 
in Drive, collaborate in Docs, Sheets, and Slides, and communicate via Google Meet while improving data security, meeting 
compliance, and preventing third-party (including Google) access. Virtru provides a single global framework to manage and 
protect your data across the Google ecosystem.

Virtru is recommended by Google as an encryption provider for Google Workspace. Virtru 
enhances your data sharing capabilities to support the confidentiality of your data no 
matter where it travels or who it’s shared with. And we support your migration to Google 
Cloud with encryption key management for data in GCP.

Why Partner with Virtru
Enhance any digital workflow with encryption, compliance management, and access controls.

Once you deploy one of our Google solutions, you can quickly add additional functionality. Our services are built to streamline 
installation and ease of use across your organization.

Secure Send, Upload, and Sharing for Gmail and Drive

• Encrypt and decrypt messages and apply access controls 
directly within Gmail.

• Securely upload files into Drive (including PDF, Word, Excel, 
PowerPoint, JPEG, PNG, and CAD) and download to share 
externally.

Message and File Access Controls 

• Expire messages, control forwarding, view read receipts, and 
add watermarks to files.

• Immediately revoke access at any time.

• Retain access control even after someone downloads a file 
locally to their desktop.

Key Management for Client-side Encryption

• Support heightened privacy in Docs, Sheets, Slides, and the 
Google Drive File Stream desktop app, as well as encrypted calls 
(media stream) and video messages in Google Meet.

Protect Additional SaaS Apps

• Extend data protection and control to other SaaS applications — like CRM (e.g. Salesforce) and analytics tools — for organization-
wide protection.

Virtru for Google Workspace

Virtru for Google Workspace
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Additional Benefits of Partnering with Virtru

Ensure Ease of Use for All 

Integrate with existing Google 
workflows, without breaking search 
or e-discovery. Admins set up within 
minutes, users encrypt with the click 
of a button, and recipients have a 
seamless experience without creating 
new accounts or portal passwords.

Support Compliance

Have full control over the encryption 
of data in Google Cloud and 
Workspace or shared via other 
workflows. Host your own encryption 
keys to help support your compliance 
with ITAR, EAR, CJIS, IRS 1075, 
HIPAA, GDPR, etc.

Access Data Intelligence

Review data insights in one 
place to see what you’re protecting, 
where it’s going, and who has 
accessed it, even as it’s shared 
externally. Integrate with your SIEM 
to strengthen threat response and 
compliance reporting.

Always Maintain Control and Visibility into Your Data, and Achieve True Privacy

• Enable automatic protection with data loss prevention (DLP) 
enforcement. 

• Set DLP rules for patterns and keywords, or use our pre-built 

rule packs.

• View which recipients have accessed or forwarded 

encrypted emails and files.

• Download detailed audit data on a regular basis.

Learn how you can protect your data with Virtru.

https://www.virtru.com/google-workspace-encryption
https://www.virtru.com/resource/virtru-for-google-workspace-data-sheet/

